**Datalekformulier**

|  |
| --- |
| ***Gegevens school*** |
| Naam school: |   |
| Naam + telefoonnummer Ontdekker: |  |
| Naam Privacy Coördinator: |   |
|   |
| Korte samenvatting van het incident waarbij inbreuk op de beveiliging van persoonsgegevens heeft plaats gevonden. |
|   |
|   |
| Wanneer vond de inbreuk plaats? |   |
| Hoe groot is de groep personen (schatting) van wie de persoonsgegevens betrokken zijn bij de inbreuk? |   |
|   |
| Om welke type persoonsgegevens gaat het? (zet een kruisje voor hetgeen van toepassing is, meerdere keuzes mogelijk) |
|   | Naam-, adres- en woonplaatsgegevens |
|   | Telefoonnummers |
|   | E-mailadressen of andere elektronische contactadressen |
|   | Toegangs- of identificatiegegevens (bijv. inloggegevens, leerlingnummers) |
|   | Financiële gegevens (rekeningnummers, creditcardnummers) |
|   | Burgerservicenummers (BSN), Persoonsgebondennummers (PGN) |
|   | Paspoortkopieën of kopieën van andere legitimatiebewijzen |
|   | Geslacht, geboortedatum en/of leeftijd |
|   | Bijzondere persoonsgegevens (ras, criminele gegevens, medische gegevens) |
|   | Overige persoonsgegevens:… |
| Afdeling |
| Wat is de aard van de inbreuk? (zet een kruisje voor hetgeen van toepassing is) |
|   | Persoonsgegevens zijn gelezen door personen die hiertoe geen recht hadden. |
|   | Persoonsgegevens zijn gekopieerd door personen die hiertoe geen recht hadden. |
|   | Persoonsgegevens zijn veranderd door personen die hiertoe geen recht hadden. |
|   | Persoonsgegevens zijn verwijderd of vernietigd. |